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Abstract
While a series of risks connected with IT development and IT outsourcing are identified in the literature, research on risk in the context of strategic IT system development outsourcing is almost non-existent. This study investigates risks that are most likely to cause failure in a strategic IT system development outsourcing project, from the client perspective. This study examines strategic IT systems from a business strategy perspective and presents the characteristics of a strategic IT system by synthesising material from the management literature and the IT literature. Three different streams of literature, namely IT development, strategic IT, and IT outsourcing, and reported examples of strategic IT system development outsourcing project failure are examined. Based on the risks in the literature and using IT outsourcing stages as a basis, a risk framework is developed and tested in a preliminary case study. The case study investigates the development of a strategic system jointly developed by an in-house IT team and outsourcing vendors in Australia. The risk framework developed and tested here will assist clients to focus their attention on risks that can lead to failure of the outsourced strategic IT system developments.

1. Introduction
IT plays an increasingly strategic role in the business performance of organisations. News of organisations venturing into development of strategic IT systems is a common occurrence [16, 37, 49]. Because of confidentiality and security issues it has been suggested that only non-strategic IT applications should be outsourced, and strategic IT applications should be retained in-house or in-sourced [23]. Furthermore, outsourcing strategic IT applications require extensive and specific knowledge of the business and its needs [29], and because of greater dependency on the vendor [23], it has been regarded as unwise to outsource such systems. However, there is a noticeable move towards strategic IT applications outsourcing [43, 55], and, for an organisation where its in-house IT department is incapable or unable to develop strategic IT systems, outsourcing to a vendor may be the only option. The increasing perception of the vendor as a source of resources, capabilities and expertise, and increasing confidence from clients in vendors’ competence in developing strategic IT systems has led organisations to pursue strategic IT applications outsourcing, and more outsourcing of such systems is expected to occur [18].

A series of risks connected with IT development, IT outsourcing and strategic IT projects from case studies, surveys, focus groups and accounts of developer experience have been described in the literature. Most of the work on risk has been for general IT systems development or for software development projects [6, 20, 30, 33, 34, 44, 50, 51]. Only a few researchers have discussed risks in the context of strategic IT [12, 17, 22, 51]. Much of the research on IT project risk has centred on the vendor side, identifying risks that can threaten in-house systems or software developments. Owing to the increasing level of IT outsourcing [25, 32], the growing trend of IT outsourcing to different countries [27, 46] and most importantly, the growing concern with failure and dissatisfaction of IT outsourcing arrangements [52], research on risk in IT outsourcing has recently increased.
However, the scope of IT outsourcing is generalised to a broad view of IT outsourcing which includes software development, software maintenance, support operations, disaster recovery and data centre operations [2-4, 15, 21, 26, 46, 54]. Overall, only Natovich [36] gives a specific account of a strategic IT development outsourcing project but his discussion of risk merely focuses on the vendor’s ability and willingness to fulfil its obligations and is without an analysis of strategic IT implications. Most of the research is from the client perspective with only Taylor [47, 48] taking the vendor’s view. It is evident that research on risk in the context of strategic IT development outsourcing projects is almost non-existent with little recognition of risks of outsourced strategic IT development projects. A client’s understanding of the risks when outsourcing a strategic IT development project can not only ensure success with the achievement of the business goals, but may also help to foster better cooperation and partnership with the vendor(s).

Hence, the primary motivation for the study presented here is to build on previous research and to provide a much needed practical means for clients to identify the risks most likely to cause the failure of a strategic IT system development outsourced project. Risk in this study is defined as a condition that may lead to the failure of the outsourced strategic IT system development project to deliver the intended or promised benefits to the client. Failure here is accepted to mean any of the following [42]:

- The client’s real requirements are not met by the system.
- The system does not work as intended even though the requirements are met.
- The system is not delivered when actually needed by the clients.
- The system is difficult to use and hence, not used.

A completed project may be a failure or a failure may refer to a cancelled project.

We next examine strategic IT systems from a business strategy perspective and present the characteristics of a strategic IT system by synthesising management and IT literature; such definitions are currently lacking. The development of a risk framework and a preliminary case study which tests the framework are described in Section 3. The results of the case study are presented in Section 4. We conclude with suggestions for further research in Section 5.

2. Strategic IT Systems

The characteristics of a strategic IT system, addressed by this study, apply mainly to for-profit organisations. Hence, for the purpose of this work an IT system is a strategic IT system if it meets all of the following criteria:

1. It can be any type of hybrid IT system that may comprise internally or externally focused systems but is either applied to processes or practices that support the business’s core product or service, or is part of the core product or service, that the organisation provides to its customers.
2. It improves the competitive position of the organisation relative to its competitors and consequently, contributes to the growth, earnings or other aspects of profitability of the organisation.
3. It enables the organisation to differentiate itself from its competitors in the industry.
4. It enables the organisation to sustain its competitive advantage for a long enough period before being replicated by competitors.
Based on Porter’s [41] view of strategy and Oliver’s [38] working definition of strategy, strategy provides the means for an organisation to improve its competitive position or ability to compete with its competitors. An organisation possesses competitive advantage over its competitors if it sustains growth and earnings ahead of the average of all other organisations competing in its industry [19, 24, 40]. In essence, the ultimate aim of strategy is to enable the organisation to achieve sustainable competitive advantage – an ongoing state of competitive advantage.

Strategic IT systems can either be those that are built for internal purposes or those that transform or make a difference in the ways an organisation competes. An IT system only become “strategic” when it contributes directly to the organisation’s business strategies and affects its competitive position. Strategic IT systems can have great impact and provide significant returns to an organisation. However, developing such systems involves a certain level of innovation and entails high risk [11, 53].

3. Method

IT project risk has been receiving much attention recently. Review of the research in IT development, strategic IT, and IT outsourcing, uncovered a number of authors who identify risks that may occur during IT development projects. Although the risks were discussed in different contexts, these sources are useful as they allow us to develop an initial risk framework for outsourced strategic IT developments. However, while risk from these sources refers to negative consequences, not all risks were reported as contributing to the failure of a project. Hence, accounts of outsourced strategic IT system development project failure reported in the literature were investigated. Only IT systems that conform to the proposed characteristics of strategic IT systems were examined. Risks were then evaluated against project failure and the failure factors existing in the literature, to determine which risks are most likely to contribute to outsourced project failure. Using the risks in the literature and the different IT outsourcing stages as a basis, a risk framework was developed and tested in a preliminary case study with a strategic IT system.

3.1. Risk Framework

The characteristics of a strategic IT system were used as the basis for identifying cases in the literature that can be classified as strategic IT systems development. Drawing on the cases of failed strategic IT system development that involved a major outsourcing activity [7, 9, 10, 14, 28, 39, 45, 56], the failure factors that emerge are various combinations associated with the following three major factor groups:

- Client.
- Vendor.
- Project.

Examination of risks from IT development, strategic IT and the IT outsourcing literature show a similar association with these three sources. Since many of these risks also apply to outsourced strategic IT system development, the risks are synthesised and evaluated based on their possible relevance. The resulting risks are then grouped according to these three categories and later, compared against failure factors identified from cases of outsourced strategic IT system failure. Categorising risks into three groups helps to establish which risk falls under the responsibility of the client or vendor or both. There are similarities between failure factors and risks in the literature but the cases provide further insight into how the risks lead to project failure and the subtle differences arising from different contexts.
Table 1 shows the risks identified from the literature that aligns with the failure factors. The resulting list of risks from the literature is not included in this paper due to space constraints but is available from the authors.

**Table 1: Risk list**

<table>
<thead>
<tr>
<th>A.</th>
<th>Risks associated with Client and Vendor</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td><strong>Client has unrealistic expectations about what can be achieved.</strong> This includes having multiple objectives for the outsourced project and ambitious use of bleeding-edge technology.</td>
</tr>
<tr>
<td>2.</td>
<td><strong>Client has insufficient financial reserves.</strong> Implementing a project requires substantial budget and this risk concerns the lack of client’s capital to fund the project and cover hidden service costs.</td>
</tr>
<tr>
<td>3.</td>
<td><strong>There are changes in client’s and/or vendor’s business model that affects the project.</strong> Decline in the strategic importance of a client’s business environment may result in de-escalation of a vendor’s commitment to the project. The business environment may change dramatically forcing adjustments in business strategy and the system is no longer deemed functionally appropriate.</td>
</tr>
<tr>
<td>4.</td>
<td><strong>Disagreements among client’s internal groups or departments.</strong> Serious differences in requirements, design, deliverables etc., among the project stakeholders.</td>
</tr>
<tr>
<td>5.</td>
<td><strong>Client’s weak management.</strong> Staff members are not capable of managing the contract and relationship. This includes poor project management, failure to recognise project threats, lack of vendor governance and not involving the real users.</td>
</tr>
<tr>
<td>6.</td>
<td><strong>User’s resistance to change.</strong> Users are not willing to cooperate during development or use the system.</td>
</tr>
<tr>
<td>7.</td>
<td><strong>Adversarial relationship between client and vendor.</strong> This can lead to disputes, which may lead to a mutual lack of trust and escalating costs.</td>
</tr>
<tr>
<td>8.</td>
<td><strong>Client lacks experience with outsourcing.</strong> Clients who lack experience with outsourcing may underestimate contracting costs, project setup costs and management costs. This also affects the monitoring abilities of the client.</td>
</tr>
<tr>
<td>9.</td>
<td><strong>Client and/or vendor lack experience and expertise with outsourced project activities.</strong> There is a possibility of incurring unexpected costs if the client does not have enough knowledge of the activity to provide the vendor with a complete description of the task to be carried out and to clearly communicate its needs. Additionally, lack of experience and expertise can impact the ability of the client to adequately manage the contract since the client will have difficulty in assessing the quality of work done. A lack of experience and expertise by the vendor may be a cause of poor service quality and may expose the client to competitors which in turn affects the client’s profitability.</td>
</tr>
<tr>
<td>10.</td>
<td><strong>Client and/or vendor lack technical skills.</strong> The client’s IT department may not have the skill levels needed to cooperate effectively with the vendor. On the other hand, the vendor may actually lack the skills to select and adapt technology appropriate to the task or to carry out the real task.</td>
</tr>
<tr>
<td>11.</td>
<td><strong>Size of client and/or vendor organisation.</strong> A vendor of small size may not have the necessary resources for the project and cannot ensure an appropriate level of service.</td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
<tr>
<td>---</td>
<td>--------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>12.</td>
<td><strong>High turnover in either client or vendor staff.</strong> Once a development project is outsourced, client staff may see their own value to the company declining and this may lead to low morale.</td>
</tr>
<tr>
<td>13.</td>
<td><strong>Biased portrayal by vendor.</strong> A vendor may exaggerate its abilities and resources, or the vendor was overoptimistic about its true capacity to adequately do the project.</td>
</tr>
<tr>
<td>14.</td>
<td><strong>Vendor lacks understanding of the capabilities and readiness of client.</strong> The vendor understands little about the capabilities and readiness of the client for the implementation of a new system. This includes the organisational culture of the client that may be very different from that of the vendor.</td>
</tr>
<tr>
<td><strong>B. Risks associated with Project</strong></td>
<td></td>
</tr>
<tr>
<td>15.</td>
<td><strong>Interdependence of activities.</strong> The performance of one piece of work depends either directly or indirectly on the completion of other pieces of work done in-house, outsourced or sub-contracted. It can be difficult to address the interfaces, but if not addressed properly, the conduct of the client’s business is disrupted.</td>
</tr>
<tr>
<td>16.</td>
<td><strong>Too much technological indivisibility.</strong> Current systems are very integrated or interconnected and problems can occur in terms of responsibility between different vendors or between vendor’s and client’s domain.</td>
</tr>
<tr>
<td>17.</td>
<td><strong>Significant integration and customisation required.</strong> Many strategic systems include different combinations of packages and systems. This complicates the task and makes cost assessment more difficult thus increasing the probability of hidden service costs.</td>
</tr>
<tr>
<td>18.</td>
<td><strong>Poorly articulated requirements.</strong> The client has difficulties in defining the scope and requirements of the project and this leads to constant negotiation and revisions. Miscommunication and misperceptions can result in people not sharing or communicating ideas.</td>
</tr>
<tr>
<td>19.</td>
<td><strong>Project has unrealistic schedule and budget.</strong> This includes setting impractical deadlines or functionality expectations in a specified time period, and setting the budget before defining the project, or without considering the scope, or poorly estimating the scope.</td>
</tr>
<tr>
<td>20.</td>
<td><strong>Uncertainty about the legal environment.</strong> This can lead to unexpected management costs, disputes and litigation.</td>
</tr>
<tr>
<td>21.</td>
<td><strong>Unmanaged scope creep.</strong> Continual requests for changes can give rise to disputes and even litigation. Increasing scope may result in losses for the vendor with a fixed price contract and leads to de-escalation of vendor’s commitment to the project.</td>
</tr>
<tr>
<td>22.</td>
<td><strong>Vendor’s noncompliance with specified methodologies.</strong> Expected methodologies are not used in practice.</td>
</tr>
<tr>
<td>23.</td>
<td><strong>Lack of audit and control.</strong> The client must continuously monitor the performance of the system and vendor. The need for audit and control becomes more critical since corporate information and confidential information are accessible to vendor.</td>
</tr>
<tr>
<td>24.</td>
<td><strong>Level of change required to processes, practices, workflow, structures etc.</strong> This involves the extent of changes that the system development will require to the client’s processes, practices, workflows, structures etc.</td>
</tr>
</tbody>
</table>
3.2. Preliminary Case Study

In order to test our framework and to better understand risks that are significant and require close attention by a client of an outsourced strategic IT development project, a preliminary case study was conducted. The case study also offers an opportunity to examine the risks according to the stages of an IT outsourcing process shown in Figure 1 [1, 13, 31].

![IT outsourcing process](image.png)

Figure 1: IT outsourcing process

The study conducted is an electronic bill payment development project, a strategic initiative of a group of Australasian financial institutions. Data were collected from a face-to-face semi-structured interview with the chief technology officer (CTO) who has thirty-five years IT experience, and who was involved in the decision making process and oversight of the project. In order to ensure that the system studied was an appropriate strategic IT system, questions related to the characteristics of strategic IT systems were asked. Responses to the questions confirmed that the project reviewed involved the development of a strategic IT system. The project, which aimed at providing payment services for 190 of its client members, was considered a first in financial services in Australasia. It used a technology that was new at the time. The project involved fifteen internal staff members, who acted as the system integrator, and several hardware and software vendor companies. The prime vendor for the project located in Australia, was responsible for the back-end web based part of the system.

The project took nine months to complete and was regarded as a success. The interviewee was more than ready to talk about a successful project at this initial stage. He highlighted several risks that were critical and that had to be mitigated to ensure successful completion and thus, required close attention by the client during the course of the project.

4. Results

This study revealed a close match between the risks highlighted by the interviewee and several of the risks in Table 1. Which risks were perceived as significant to the organisation, as the system integrator, as well those relating to the client and how these risks relate to the IT outsourcing phases and what risk-mitigating practices were adopted by the organisation were discussed.
Table 2 shows the practices identified and the risks that were mitigated.

<table>
<thead>
<tr>
<th>Pre-contract</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Client has unrealistic expectations about what can be achieved.</strong></td>
<td>Organisation was clear on the type of system needed and the scope of work to be achieved within the estimated time frame. Though the object-oriented technology that it wanted had not been deployed by the financial services organisation before, it had been used in other types of systems.</td>
</tr>
<tr>
<td><strong>Poorly articulated requirements</strong></td>
<td>A clear understanding of the organisation’s and clients’ needs enabled the requirements, in particular, the back end system to be specified in detail in a request for proposals.</td>
</tr>
<tr>
<td><strong>Client’s weak management</strong></td>
<td>The project manager appointed was an experienced project manager, and effective in managing tasks and governing the team and vendors. The CTO emphasised the importance of appointing a project manager with a business background rather than a technical background. He felt that a project manager with a technical background is more likely to be interested in experimenting with possible technical solutions and this can lead to scope creep and a lack of focus on the deliverables.</td>
</tr>
</tbody>
</table>

- **Biased portrayal by vendor**
- **Vendor lacks experience and expertise with outsourced project activities**
- **Vendor lacks technical skills**

These three risks can be interrelated since a vendor who exaggerates, or is overoptimistic about its capacity, may turn out to be lacking in experience, expertise and the skills to fulfil the task. The organisation went through a tender process to select the vendor. Final selection was based on the most cost-effective solution, and even though this was the first banking project for the vendor, the vendor had experience with big, complex projects e.g., in the defence sector. This increased the confidence of the client organisation. In addition the client was only interested in vendors who responded quickly to the proposal noting “if they had the expertise and were confident, they would respond quickly. If they were unsure about their capabilities and finally decided they might be able to do it they would take longer.”
Contract

<table>
<thead>
<tr>
<th>Contract</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Client and vendor unclear about their roles and responsibilities</td>
<td>The roles and responsibilities of the internal staff and the vendor, together with the expected deliverables, were clearly specified in the contract.</td>
</tr>
<tr>
<td>Poor or incomplete contracting</td>
<td>A comprehensive contract was developed and adhered to. The CTO also stressed the need to get an agreed set of requirements before starting the project and defined sets of testing data at an early stage. Failure to do so may lead to scope creep. His contract covered the definition of requirements with milestones, penalties for non-performance and non-delivery, and post-outsourcing activities and support.</td>
</tr>
</tbody>
</table>

Post-contract

<table>
<thead>
<tr>
<th>Post-contract</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Adversarial relationship between client and vendor</td>
<td>The organisation closely monitored the vendor even though the vendor was not on-site. Regular face-to-face meetings were held with the vendor. Any arising issues were resolved immediately.</td>
</tr>
<tr>
<td>Unmanaged scope creep</td>
<td>Requirements had been agreed and were detailed in the contract, and delivery was monitored throughout. Changes to the back-end components of the system were not required. However, there were frequent changes made to the system interfaces but these were well managed.</td>
</tr>
<tr>
<td>Lack of audit and control</td>
<td>Because of the new technology employed and a few uncertainties with technical implementation of the requirements, the organisation conducted frequent scenario testing to test functionality as the development progressed.</td>
</tr>
</tbody>
</table>

It was interesting to note that several of the risks in Table 2 are interrelated and some practices of the organisation at the early stages of development were crucial in mitigating risks that may occur at a later stage of the project. Though these risks are of interest to the client, the owner and the responsibility for managing the risks from the contract phase and beyond, belonged to both client and vendor.

In addition, the risks concerning the contract, which were identified in the IT outsourcing literature, were not discussed in the literature that dealt with cases of outsourced strategic IT failure but were highlighted as critical factors in our discussion.

The study also drew attention to the following important lessons learned for a strategic IT development outsourcing project:

1. Lock in a clear set of requirements in the contract at the start of the project right down to test data.
2. Appoint a capable project manager with a business background.
3. Conduct regular testing.

However, more studies with varied project outcomes will follow to enable a richer study of risks.
5. Conclusions

The study reported here has identified some critical risks that clients should be aware of when outsourcing a strategic IT system development project. The IT development, strategic IT and IT outsourcing literature provided an extensive set of risks but less is known about risks in cases where a strategic IT development project includes outsourcing activities. Examples of failed strategic IT development projects have provided some understanding of the applicability and distinctiveness of some of the risks in the literature with respect to outsourced strategic IT development projects.

Further research is needed to gain better insight into risks that are of importance to clients of outsourced strategic IT system development initiatives and this paper represents a first move in that direction. Our preliminary case study highlighted risks that were identified as important to a client organisation in a strategic IT development project and how the practices of the organisation mitigated these risks. It is important to recognise that during the contract and post-contract phases, the owner of the risks and the responsibility for managing the risks may include both the client and vendor.

However, this particular case study is an example of a project with a successful outcome and therefore, more case studies with varied project outcomes especially failed projects are needed to build a richer risk framework. This will assist clients to focus their attention on potential problems that can lead to failure of the outsourced strategic IT system developments. Hence, the significance of the risks discussed in this paper will be further explored and examined through comprehensive case studies.

6. References


